
Privacy information on the transmission of data to third parties

Planet Diplomacy communicates the provided personal data to third parties in order to
pursue the specified purposes in the following circumstances:

To suppliers. For example, we will contract a supplier to carry out administrative and
operational tasks useful for the relationship with the candidates. The supplier or suppliers will
be subject to legal obligations regarding data confidentiality and respect for privacy and will
have access only to the data they need to perform their functions; generally, these are IT
service providers (who host or support the Company's IT systems, including information
about you), premises management companies (who deal with the physical security of
buildings and therefore need to know applicants' personal information to enable them to
access locations) and financial and accounting back-office service providers (who need to
manage applicant information in order to process debit and credit positions).
We also make use of IT and technology service providers and solutions, including tools for
conducting videoconferencing interviews and for skills assessment.

To our clients/potential employers. We will share data with our clients who offer
positions/assignments you may be interested in or who are interested in your profile. They
are required to comply with their data privacy obligations.

To government authorities or law enforcement agencies. If, in our sole discretion, we believe
that we are legally required or permitted or that it would be prudent, we will share your data
with government, police and regulatory authorities or law enforcement agencies.

To prospective sellers or buyers and their advisers. In the context of due diligence relating to
a merger, acquisition or other business transaction or the execution of any such transaction,
we may need to disclose data to the prospective seller or buyer and their respective
advisers.


